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Website Privacy Policy 
 
We respect the privacy of every person who visits the North One website (the “Site”) and we are committed to 
ensuring a safe online experience.  

1 Purpose of this Policy 

This privacy policy (“Privacy Policy”) explains our approach to any personal information that we might collect 

from you or which we have obtained about you from a third party and the purposes for which we process your 

personal information and will inform you of the nature of the personal information about you that is processed 

by us and how you can request that we delete, update, transfer it and/or provide you with access to it. 

 
This Privacy Policy is intended to assist you in making informed decisions when using the Site. Please take a 
moment to read and understand it. Please note that it should be read in conjunction with our Website Terms of 
Use.  

Please also note that this Privacy Policy only applies to the use of your personal information obtained by us, it 
does not apply to your personal information collected during your communications with third parties. 

2 Who are we and what do we do? 

The Site is operated by North One, (“we”, “us” or “our”).  North One is an English company with registered 
company number: 2315596 and whose registered office is at Berkshire House, 168-171 High Holborn, London 
WC1V 7AA.   
  

3 What personal information do we collect and how do we use it?  

Our primary goal in collecting personal information from you is to: (i) verify your identity; (ii) comply with any 
applicable law, court order, other judicial process, or the requirements of a regulator; (iii) use as otherwise 
required or permitted by law.  

In particular, we use your personal information for business administration and legal compliance purposes 
including:  

• to comply with our legal obligations; 

• to enforce our legal rights;  

• protect rights of third parties; and 

• in connection with a business transition such as a merger, acquisition by another company, or sale of all 

or a portion of our assets.  

 

Who do we share your personal information with for such purposes? 

We will share your personal information with professional advisers such as lawyers and accountants and/or 
governmental or regulatory authorities. 
 

What is our legal basis? 

Where we use your personal information in connection with a business transition, enforce our legal rights, or to 
protect the rights of third parties it is in our legitimate interest to do so. For all other purposes described in this 
section, it is our legal obligation to use your personal information to comply with any legal obligations imposed 
upon us such as a court order. 

Where we share your sensitive personal information, we shall obtain your consent to do so. 

 

Any other purposes for which we wish to use your personal information that are not listed above, or any other 

changes we propose to make to the existing purposes will be notified to you using your contact details. 



4 How do we obtain your consent? 

Where our use of your personal information requires your consent, you can provide such consent: 

• at the time we collect your personal information following the instructions provided; or 

• by informing us by e-mail, post or phone using the contact details set out in this Privacy Policy.  

5 Our use of cookies and similar technologies  

Our site which is hosted on the Wix.com platform use certain cookies of which you should be aware - 
www.wix.com/about/cookie-policy.  Wix.com provides us with the online platform that allows us to track the 
analytics for the site. Your data may be stored through Wix.com’s data storage, databases and the 
general Wix.com applications. They store your data on secure servers behind a firewall. For more information 
on cookies, please visit http://www.allaboutcookies.org 

6 Third Party Links and Services  

Our Site contains links to third party websites and services. Please remember that when you use a link to go 
from our Site to another website or you request a service from a third party, this Privacy Policy no longer applies 
and your browsing and interaction on any other websites, or your dealings with any other third party service 
provider, is subject to that website’s or third party service provider’s own rules and policies.   

We do not monitor, control, or endorse the privacy practices of any third parties and we therefore encourage 
you to become familiar with the privacy practices of every website you visit or third party service provider that 
you deal with and to contact them if you have any questions about their respective privacy policies and practices. 

7 How long do we keep your personal information for? 

We do not keep your data for any specific period but will not keep it for longer than is necessary for our purposes. 

8 Confidentiality and security of your personal information 

We are committed to keeping the personal information you provide to us secure and we will take reasonable 
precautions to protect your personal information from loss, misuse or alteration by implementing information 
security policies, rules and technical measures to protect the personal information that we have under our 
control from:  

• unauthorised access; 

• improper use or disclosure; 

• unauthorised modification; and 

• unlawful destruction or accidental loss. 
 

All of our employees and data processors (i.e. those who process your personal information on our behalf, for 
the purposes listed above), who have access to, and are associated with the processing of personal information, 
are obliged to respect the confidentiality of the personal information of all users 

9 Your rights 

You have the right to apply for a copy of the information we hold about you. This is called a data subject access 

request and you can make a request in writing to us using the contact details below. We may require additional 

information about you, including to verify your identity, before disclosing any information to you. You also have 

the right to have any inaccurate information about you corrected. You may ask us to correct or delete any 

information you think is inaccurate or not up to date. Please contact us in writing using the contact details below 

if you could like any updates made to your personal information.  

 

 

http://wix.com/
http://www.wix.com/about/cookie-policy
http://wix.com/
http://wix.com/
http://wix.com/
http://www.allaboutcookies.org/


10 How to contact us? 

If you have any questions about this Privacy Policy or want to exercise your rights set out in this Privacy Policy, 

please contact us by sending an email to: 

Mark Ainsworth, Head of Business Affairs:  mark.ainsworth@northonetv.com 
Robert Gough, Head of Production:  robert.gough@northonetv.com 

11 Changes to this Privacy Policy 

 
To ensure that you are always aware of how we use your personal information we will update this Privacy Policy 
from time to time to reflect any changes to our use of your personal information and as required to comply with 
changes in applicable law or regulatory requirements. However, we encourage you to review this Privacy Policy 
periodically to be informed of how we use your personal information. 
 
  

mailto:mark.ainsworth@northonetv.com
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Website Terms and Conditions 

 
Use of this website 
 
Use of the North One website (the “Website”) is governed by these terms and conditions (the “Terms”). Please 
read these Terms carefully. By using the Website, you confirm that you accept these Terms and that you agree 
to comply with them. If you do not agree to these Terms, you must not use the Website.  
Other policies that may apply 
 
Please also refer to the North One Privacy Policy (the “Privacy Policy”) [Privacy Policy] and the North One Cookie 
Policy (the “Cookie Policy”) [www.wix.com/about/cookie-policy] which also apply to your use of the Website.  
 
Amendments to these Terms and other applicable policies 
 
North One reserves the right to amend these Terms and/or the Privacy Policy from time to time without notice 
to you. By continuing to use the Website after the Terms and/or the Privacy Policy have been amended, you will 
be deemed to have agreed to such amendments. You should therefore continue to check these Terms and/or 
the Privacy Policy to understand the terms and conditions that apply at the time.  
 
Availability of this Website 
 
North One reserves the right to withdraw, suspend or restrict access to and the availability of the Website (or 
any part of it) without notice to you or to any other party.  
 
Intellectual property rights 
 
All copyright, trademarks and other intellectual property rights in materials on and in the Website are owned by 
or licensed to North One. All intellectual property rights are reserved. You may view, download and print pages 
from the Website for your own personal use provided that, in all cases, you acknowledge North One as the 
source of the material. Save as expressly provided in this paragraph, you may not copy, download, modify, 
reproduce, amend, distribute or delete or otherwise use for any purpose any material, content or part of the 
Website.  
 
Third party websites 
 
The Website may contain links to third party websites which are not controlled by North One. Should you use to 
access such websites, you do so at your own risk and you agree that North One has no liability towards you in 
respect of any loss or damage suffered by you resulting from or connected to your use of such third party 
websites.  
 
Disclaimer 
 
The Website and its content are provided on an ‘as is’ basis without any representation, warranty or guarantee 
(whether express or implied) including, without limitation, as to its accuracy, quality, completeness or fitness for 
purpose. North One does not warrant that the Website, its content or the server that makes it available are error 
free, virus free or free of other harmful elements or that your use of the Website will be uninterrupted.  
 
North One will not be liable for any loss or damage (whether direct or indirect, including but not limited to, 
consequential loss, loss of profits, business interruption, loss of business opportunity, damage to goodwill or 
reputation) suffered arising out or in connection with your use of the Website or its content.  
 
Miscellaneous 
 
If any of these Terms are found to be illegal, invalid or otherwise unenforceable by reason as a result of any 
applicable law or regulation, then to the extent permissible where the relevant law or regulation applies, such 
term shall be amended so as to make it legal, valid and enforceable. If such amendment is not possible, then the 

http://www.wix.com/about/cookie-policy


relevant term shall be deemed deleted from these Terms. The remaining Terms shall survive such amendment 
and shall remain in full force and effect.  
 
These Terms are governed by and construed in accordance with the laws of England and Wales. Any disputes 
arising from or in connection with these Terms, use of the Website or its content shall be subject to the exclusive 
jurisdiction of the courts of England and Wales.  
 
The Website is operated by North One, a company incorporated in England and Wales (company number 
2315596) and whose registered office is at Berkshire House, 168-173 High Holborn, London WC1V 7AA. Our VAT 
number GB 820745736.   
 
 
 
 
  



Workplace privacy notice 
1. Purpose and Scope 

 

Like most businesses, we hold and process a wide range of information, some of which relates to individuals 

who work for us.  This Privacy Notice explains the type of information we process, why we are processing it and 

how that processing may affect you and focusses on employees as well as former employees.  

 

This Privacy Notice is set out in this document (the Core Notice) and the Supplementary Information in the annex 

to this document on our intranet. In the Supplementary Information, we explain what we mean by “personal 

data”, “processing”, “sensitive personal data” and other terms used in the notice. 

2. Personal data- what we hold and why we process it  

 

We process data for the purposes of our business including management, administrative, employment and legal 

purposes.  The Supplementary Information provides more specific information on these purposes, on the type 

of data that may be processed and on the grounds on which we process data.  See Processing gateways – the 

legal basis for processing and Further information on the data we process and our purposes.  

3. Where the data comes from and who gets to see it?    
 
Some of the personal data that we process about you comes from you.  For example, you tell us your contact 
and banking details.  Other personal data about you is generated in the course of your work, for example, from 
your managers, colleagues and customers or others outside our organisation with whom you deal.   

Your personal data will be seen internally by managers, HR and, in some circumstances, colleagues.  We may 

also pass your data outside the organisation, for example to payroll agencies.  Further information on this is 

provided in the Supplementary Information.  See Where the data comes from and Who gets to see your data?  

4. How long do we keep your personal data?    
 
We do not keep your personal data for any specific period but will not keep it for longer than is necessary for 
our purposes.  In general, we will keep your personal data for the duration of your employment and for a period 
afterwards.  See Retaining your personal data – more information in the Supplementary Information.  
 
5. Transfers of personal data outside the EEA  
 
We may transfer your personal data outside the EEA to other members of the All3Media Group.   
 

Further information on these transfers and the measures taken to safeguard your data are set out in the 

Supplementary Information under Transfers of personal data outside the EEA – more information. 

6. Your data rights   
 
You have a right to make a subject access request to receive information about the data that we process about 
you.  Further information on this and on other rights is in the Supplementary Information under Access to your 
personal data and other rights.  We also explain how to make a complaint about our processing of your data. 
 
7. Contact details  

 

In processing your personal data, we act as a data controller.  Our contact details are as follows:  

 

Mark Ainsworth, Head of Business Affairs:  mark.ainsworth@northonetv.com 

Robert Gough, Head of Production:  robert.gough@northonetv.com of this policy  
 
This notice does not form part of your contract of employment and does not create contractual rights or 
obligations.  It may be amended by us at any time. 

mailto:mark.ainsworth@northonetv.com
mailto:robert.gough@northonetv.com


   

Workplace privacy notice- supplementary information  
1. What is Personal Data and Processing 

 

“Personal data” is information relating to you (or from which you may be identified) which is processed by 

automatic means or which is (or is intended to be) part of a structured manual filing system.  It includes not only 

facts about you, but also intentions and opinions about you.   

Data “processed automatically” includes information held on, or relating to use of, a computer, laptop, mobile 

phone or similar device.  It covers data derived from equipment such as access passes within a building, data on 

use of vehicles and sound and image data such as CCTV or photographs.   

"Processing" means doing anything with the data.  For example, it includes collecting it, holding it, disclosing it 

and deleting it.   

Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, health, sexual 

orientation, sex life, trade union membership and genetic and biometric data are subject to special protection 

and considered by EU privacy law to be “sensitive personal data”.  

References in the Privacy Notice to employment, work (and similar expressions) include any arrangement we 

may have under which an individual provides us with work or services.  By way of example, when we mention 

an “employment contract” that includes a contract under which you provide us with services; when we refer to 

ending your employment,  that includes terminating a contract for services.  We use the word “you” to refer to 

anyone within the scope of the notice.   

2. Legal ground for processing personal data  

 

Under applicable data protection law, there are various grounds on which we can rely when processing your 

personal data.  In some contexts more than one ground applies.  We have summarised these grounds as 

Contract, Legal obligation, Legitimate Interests and Consent and outline what those terms mean in the following 

table.  

Term Ground for processing  Explanation 

Contract Processing necessary for performance of 

a contract with you or to take steps at 

your request to enter a contract 

This covers carrying out our contractual 

duties and exercising our contractual 

rights.  

Legal obligation Processing necessary to comply with our 

legal obligations  

Ensuring we perform our legal and 

regulatory obligations.  For example, 

providing a safe place of work and 

avoiding unlawful discrimination  

Legitimate 

Interests 

Processing necessary for our or a third 

party’s legitimate interests 

We or a third party have legitimate 
interests in carrying on, managing and 
administering our respective businesses 
effectively and properly and in 
connection with those interests 
processing your data.   
 

Your data will not be processed on this 

basis if our or a third party’s interests are 

overridden by your own interests, rights 

and freedoms.  



Consent You have given specific consent to 

processing your data 

In general processing of your data in 

connection with employment is not 

conditional on your consent.   But there 

may be occasions where we do specific 

things such as provide a reference, 

deduct union dues or obtain medical 

reports and rely on your consent to our 

doing so.   

 
3. Processing Sensitive Personal Data  

 

If we process sensitive personal data about you, as well as ensuring that one of the grounds for processing 

mentioned above applies, we will make sure that one or more of the grounds for processing sensitive personal 

data applies.  In outline, these include:   

• processing being necessary for the purposes of your or our obligations and rights in relation to 

employment in so far as it is authorised by law or collective agreement;  

• processing relating to data about you that you have made public (e.g. if you tell colleagues that you are 

ill);  

• processing being necessary for the purpose of establishing, making or defending legal claims; 

• processing being necessary for provision of health care or treatment, medical diagnosis, and 

assessment of your working capacity (including (but not limited to) for infectious disease control and / 

or health emergencies such as Covid-19 or any other pandemic / epidemic); and 

• processing for equality and diversity purposes to the extent permitted by law. 

4. Further information on the data we process and our purposes  

 

The Core Notice outlines the purposes for which we process your personal data.  More specific information on 

these, examples of the data and the grounds on which we process data are in the table below. 

The examples in the table cannot, of course, be exhaustive.  For example, although the table does not mention 

data relating to criminal offences, if we were to find out that someone working for us was suspected of 

committing a criminal offence, we might process that information if relevant for our purposes.   

Purpose Examples of personal data that may be processed Grounds for processing 

Recruitment Information concerning your application and our 

assessment of it, your references, any checks we may 

make to verify information provided or background 

checks and any information connected with your right 

to work in the UK.  If relevant, we may also process 

information concerning your health, any disability and 

in connection with any adjustments to working 

arrangements. 

Contract 

Legal obligation 

Legitimate interests 

Your employment 

contract including 

entering it, 

performing it and 

changing it. 

Information on your terms of employment from time to 

time including your pay and benefits, such as your 

participation in pension arrangements, life and medical 

insurance; and any bonus or share schemes. 

Contract 

Legal obligation 

Legitimate interests 



Purpose Examples of personal data that may be processed Grounds for processing 

Contacting  you or 

others on your 

behalf 

Your address and phone number, emergency contact 

information and information on your next of kin 

Contract 

Legitimate interests 

Payroll 

administration 

Information on your bank account, pension 

contributions and on  tax and national insurance  

Information on attendance, holiday and other leave and 

sickness absence 

Contract 

Legal obligation 

Legitimate interests 

Supporting and 

managing your work 

and performance 

and any health 

concerns 

Information connected with your work, anything you do 

at work and your performance including records of 

documents and emails created by or relating to you and 

information on your use of our systems including 

computers, laptops or other device.   

Management information regarding you including notes 

of meetings and appraisal records.   

Information relating to your compliance with our 

policies. 

Information concerning disciplinary allegations, 

investigations and processes and relating to grievances 

in which you are or may be directly or indirectly 

involved. 

Information concerning your health, including self-

certification forms, fit notes and medial and 

occupational health reports. 

Contract 

Legal obligation 

Legitimate interests 

Health and safety of 

the workforce and 

assessment of your 

working capacity 

Information concerning your health, including self-

certification forms, temperature checks (both self-

certified and / or checked by us at your place of work), 

antibody or disease testing / results, and sharing results 

of any tests or checks carried out with third parties 

where it is necessary to do so (on an anonymous basis 

unless reason requires more specific information to be 

included). 

Consent 

Legitimate interests 

Legal obligation 

Necessary for 

assessment of working 

capacity 

Changing or ending 

your working 

arrangements 

Information connected with anything that may affect 

your continuing employment or the terms on which you 

work including any proposal to promote you, to change 

your pay or benefits, to change your working 

arrangements or to end your employment 

Contract 

Legitimate interests 

Physical and system 

security 

CCTV images 

Records of use of swipe and similar entry cards 

Records of your use of our systems including 

computers, phones and other devices and passwords.   

Legal obligation 

Legitimate interests 



Purpose Examples of personal data that may be processed Grounds for processing 

Providing references 

in connection with 

your finding new 

employment 

Information on your working for us and on your 

performance.  

Consent 

Legitimate interests 

Providing 

information to third 

parties in connection 

with transactions 

that we contemplate 

or carry out 

Information on your contract and other employment 

data that may be required by a party to a transaction 

such as a prospective purchaser, seller or outsourcer  

Legitimate interests 

Monitoring of 

diversity and equal 

opportunities  

Information on your nationality, racial and ethnic origin, 

gender, sexual orientation, religion, disability and age 

Legitimate interests 

Monitoring and 

investigating 

compliance with 

policies and rules – 

both generally and 

specifically  

We expect our employees to comply with our policies 

and rules and may monitor our systems to check 

compliance (.e.g. rules on accessing pornography at 

work).  We may also have specific concerns about 

compliance and check system and other data to look 

into those concerns (e.g. log in records, records of usage 

and emails and documents, CCTV images). 

Legitimate interests 

Disputes and legal 

proceedings 

Any information relevant or potentially relevant to a 

dispute or legal proceeding affecting us.  

Legitimate interests 

Legal obligation 

Trade union check 

off arrangements 

Details of trade union membership and deductions of 

contributions made at source 

Contract 

Day to day business 

operations including 

marketing and 

customer/client 

relations 

Information relating to the work you do for us, your role 

and contact details including relations with current or 

potential customers or clients.   This may include a 

picture of you for internal or external use. 

Legitimate interests 

Maintaining 

appropriate business 

records during and 

after your 

employment  

Information relating to your work, anything you do at 

work and your performance relevant to such records.   

Contract 

Legal obligation 

Legitimate interests 

 
Please note that owing to the fact that you are appearing in one of programmes, on some occasions we or third 
parties will rely upon exemptions to data protection rules in relation to journalistic freedom, the right to artistic 
expression or more generally, the right to freedom of expression (as mentioned in article 85 of the General Data 
Protection Regulation and in various jurisdictions’ data protection rules, for example in the UK’s Data Protection 
Bill section on the exemption for ‘journalistic, academic, artistic or literary purposes’. 
 
5. Where the data comes from  

 

When you start employment with us, the initial data about you that we process is likely to come from you:  for 

example, contact details, bank details and information on your immigration status and whether you can lawfully 



work.  We may also require references and information to carry out background checks.  In the course of 

employment, you may be required to provide us with information for other purposes such as sick pay (and SSP) 

and family rights (e.g. maternity and paternity leave and pay).  If you do not provide information that you are 

required by statute or contract to give us, you may lose benefits or we may decide not to employ you or to end 

your contract.  If you have concerns about this in a particular context, you should speak to HR.   

In the course of your work, we may receive personal data relating to you from others.   Internally, personal data 

may be derived from your managers and other colleagues or our IT systems; externally, it may be derived from 

those with whom you communicate by email or other systems.  

In relation to infectious disease control and national health emergencies, including but not limited to Covid-19 

and / or other pandemics or epidemics, you may be required to provide us with information or a self-certification 

which includes sensitive personal data relating to your health and fitness to work on a regular basis as requested 

by us.  In addition, we may require you to undertake testing such as temperature checks and / or antibody or 

disease tests either at work or any other place we designate during or outside working hours.  We shall either  

receive the results directly or require you to inform us of the results, and shall treat and process the information 

as sensitive personal data. 

6. Who gets to see your data?  

 

Internal use: Your personal data may be disclosed to your managers, HR and administrators for employment, 

administrative and management purposes as mentioned in this document.  We may also disclose this to other 

members of the All3Media Group including in response to infectious disease prevention and / or health 

emergencies (including, but not limited to Covid-19) where your personal data and / or test results may need to 

be disclosed in specific circumstances for the health and safety of the wider workforce and the group as a whole. 

External use: We will only disclose your personal data outside the group if disclosure is consistent with a ground 

for processing on which we rely and doing so is lawful and fair to you.  We may disclose your data if it is necessary 

for our legitimate interests as an organisation or the interests of a third party (but we will not do this if these 

interests are over-ridden by your interests and rights in particular to privacy).  We may also disclose your personal 

data if you consent, where we are required to do so by law and in connection with criminal or regulatory 

investigations or where it is mandated by government regulation or legislation in response to infectious disease 

control and / or a public health emergency (including, but not limited to, Covid-19).   

Specific circumstances in which your personal data may be disclosed include: 

• disclosure to organisations that process data on our behalf such as our payroll service, insurers and 

other benefit providers, our bank and organisations that host our IT systems and data;  

• disclosure to external recipients of electronic communications (such as emails) which contain your 

personal data. 

7. Retaining your Personal Data- more information   

 

Although there is no specific period for which we will keep your personal data, we will not keep it for longer than 

is necessary for our purposes.  In general, we will keep your personal data for the duration of your employment 

and for a period afterwards.  In considering how long to keep it, we will take into account its relevance to our 

business and your employment either as a record or in the event of a legal claim.  

If your data is only useful for a short period (for example, CCTV or a record of a holiday request), we may delete 

it.  

Personal Data relating to job applicants (other than the person who is successful) will normally be deleted after 

12 months. 

8. Transfers of Personal Data outside the EEA- more information 

 



In connection with our business and for production, broadcasting, distribution, administrative, management, 
marketing and legal purposes, we may transfer your personal data outside the EEA to members of our group 
and data processors in other jurisdictions in which we are established. Some of our systems are hosted outside 
of the EEA.  We will ensure that any transfer is lawful and that there are appropriate security arrangements. 
 
9. Access to your personal data and other rights   

 

We try to be as open as we reasonably can about personal data that we process.  If you would like specific 

information, just ask us. You also have a legal right to make a “subject access request”.  If you exercise this right 

and we hold personal data about you, we are required to provide you with information on it, including: 

• giving you a description and copy of the Personal Data; 

• telling you why we are processing it. 

If you make a subject access request and there is any question about who you are, we may require you to provide 

information from which we can satisfy ourselves as to your identity.  

As well as your subject access right, you may have a legal right to have your personal data rectified or erased, to 

object to its processing or to have its processing restricted.  If you have provided us with data about yourself (for 

example your address or bank details), you have the right to be given the data in machine readable format for 

transmitting to another data controller.  This only applies if the ground for processing is Consent or Contract.  

If we have relied on consent as a ground for processing, you may withdraw consent at any time – though if you 

do so that will not affect the lawfulness of what we have done before you withdraw consent. 

10.   Complaints 

 

If you have complaints relating to our processing of your personal data, you should raise these with HR in the 

first instance or with your Information Officer.  You may also raise complaints with the Information 

Commissioner who is the statutory regulator.  For contact and other details ask HR or see:  

https://ico.org.uk/ICO.  
 
11.   Status of this notice 

 

This notice does not form part of your contract of employment and does not create contractual rights or 

obligations.  It may be amended by us at any time. 

  

https://ico.org.uk/ICO


Recruitment privacy notice 
1. Purpose and Scope 

 

Like most businesses, we hold and process a wide range of information, some of which relates to individuals 

who we may seek to recruit. This Recruitment Privacy Notice explains the type of information we process, why 

we are processing it and how that processing may affect you.  

2. Personal data- what is Personal Data and Processing 

 

“Personal data” is information relating to you (or from which you may be identified) which is processed by 

automatic means or which is (or is intended to be) part of a structured manual filing system.  It includes not only 

facts about you, but also intentions and opinions about you.   

"Processing" means doing anything with the data.  For example, it includes collecting it, holding it, disclosing it 

and deleting it.   

Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, health, sexual 

orientation, sex life, trade union membership and genetic and biometric data are subject to special protection 

and considered by EU privacy law to be “sensitive personal data”. 

3. Personal data- what we hold and why we process it  

 
We process your data for the purposes of fulfilling our recruitment practices.  Some of the personal data that 
we process about you comes from you.  For example, you tell us your contact details.  Other personal data about 
you is generated from references and third party companies such as recruitment agencies. Your personal data 
will be seen internally by managers, administrators and HR. 

 
4. How long do we keep your Personal Data?   
 
If you are successful in your application your data will be kept on your personnel file. If you are unsuccessful, 
your data will normally be destroyed twelve months after you have been informed that you were unsuccessful. 
Irrelevant data such as CCTV images may be deleted after a short period. 
 
5. Transfers of personal data outside the EEA  
 
We may transfer your personal data outside the EEA to members of our group. Where necessary these 
transfers are covered by the intra-group transfer agreement and model clauses. 
 
6. Contact details  
 

In processing your personal data, we act as a data controller.  Our contact details are as follows: 

Mark Ainsworth, Head of Business Affairs:  mark.ainsworth@northonetv.com 
Robert Gough, Head of Production:  robert.gough@northonetv.com 

 

7. Legal grounds for processing your data  

 

What are the grounds for processing? 

Under data protection law, there are various grounds on which we can rely when processing your personal 

data.  In some contexts more than one ground applies.  We have summarised certain grounds as Legal 

obligation and Legitimate Interests and outline what those terms mean below.  

Term Ground for processing  Explanation 

mailto:mark.ainsworth@northonetv.com
mailto:robert.gough@northonetv.com


Contract Processing necessary for 

performance of a contract 

with you or to take steps at 

your request to enter a 

contract 

This covers carrying out our contractual duties and exercising our 

contractual rights.  

Legal 

obligation 

Processing necessary to 

comply with our legal 

obligations  

Ensuring we perform our legal and regulatory obligations.  For 

example, providing a safe place of work and avoiding unlawful 

discrimination  

Legitimate 

Interests 

Processing necessary for our 

or a third party’s legitimate 

interests 

We or a third party have legitimate interests in carrying on, 
managing and administering our respective businesses effectively 
and properly and in connection with those interests processing 
your data.  Your data will not be processed on this basis if our or a 
third party’s interests are overridden by your own interests, rights 
and freedoms.  

 

Processing sensitive personal data 

If we process sensitive personal data about you, as well as ensuring that one of the grounds for processing 

mentioned above applies, we will make sure that one or more of the grounds for processing sensitive personal 

data applies (see below), including that the processing is for equality and diversity purposes to the extent 

permitted by law. 

In outline, these include:   

• processing being necessary for the purposes of your or our obligations and rights in relation to 

employment in so far as it is authorised by law or collective agreement;  

• processing relating to data about you that you have made public (e.g. if you tell colleagues that you are 

ill);  

• processing being necessary for the purpose of establishing, making or defending legal claims; 

• processing being necessary for provision of health care or treatment, medical diagnosis, and assessment 

of your working capacity (including (but not limited to) for infectious disease control and / or health 

emergencies such as Covid-19 or any other pandemic / epidemic); and 

• processing for equality and diversity purposes to the extent permitted by law. 

Further information on the data we process and our purposes 

Examples of the data and the grounds on which we process data are in the table below. The examples in the 

table cannot, of course, be exhaustive.   

Purpose Examples of personal data that may be processed Grounds for 

processing 

Recruitment Information concerning your application and our assessment of it, 

your references, any checks we may make to verify information 

provided or background checks and any information connected with 

your right to work in the UK.  If relevant, we may also process 

information concerning your health, any disability and in connection 

with any adjustments to working arrangements. 

Contract 

Legal obligation 

Legitimate interests 

Contacting  

you or others 

Your address and phone number, emergency contact information 

and information on your next of kin 

Contract 



Purpose Examples of personal data that may be processed Grounds for 

processing 

on your 

behalf 

Legitimate interests 

Health and 

safety of the 

workforce 

and 

assessment 

of your 

working 

capacity 

Information concerning your health, including self-certification 

forms, temperature checks (both self-certified and / or checked by 

us at our offices), antibody or disease testing / results, and sharing 

results of any test or checks carried out with third parties where it is 

necessary to do so (on an anonymous basis unless reason requires 

more specific information to be included). 

Consent 

Legitimate interests 

Legal obligation 

Security CCTV images  Legitimate interests 

Monitoring 

of diversity 

and equal 

opportunities  

Information on your nationality, racial and ethnic origin, gender, 

sexual orientation, religion, disability and age 

Legitimate interests 

 

In relation to infectious disease control and national health emergencies, including but not limited to Covid-19 

and / or other pandemics or epidemics, you may be required to provide us with information or a self-certification 

which includes sensitive personal data relating to your health as requested by us.  In addition, we may require 

you to undertake testing such as temperature checks.  We shall either receive the results directly or require you 

to inform us of the results, and shall treat and process the information as sensitive personal data. 

Who gets to see your data?  

Your personal data may be disclosed to managers, HR and administrators for employment, administrative and 

management purposes as mentioned in this document.  We may also disclose this to other members of our 

group including in response to infectious disease prevention and / or health emergencies (including, but not 

limited to Covid-19) where your personal data and / or test results may need to be disclosed in specific 

circumstances for the health and safety of the wider workforce and the group as a whole. 

We may also disclose your personal data where it is mandated by government regulation or legislation in 

response to infectious disease control and / or a public health emergency (including, but not limited to, Covid-

19). 

Access to your personal data and other rights 

We try to be as open as we reasonably can about personal data that we process.  If you would like specific 

information, just ask us. 

You also have a legal right to make a “subject access request”.  If you exercise this right and we hold personal 

data about you, we are required to provide you with information, including a description of the personal data, 

and an explanation of why we are processing it. 

If you make a subject access request and there is any question about who you are, we may require you to provide 

information from which we can satisfy ourselves as to your identity.  

As well as your subject access right, you may have a legal right to have your personal data rectified or erased, to 

object to its processing or to have its processing restricted.   



If we have relied on consent as a ground for processing, you may withdraw consent at any time – though if you 

do so that will not affect the lawfulness of what we have done before you withdraw consent. 

Complaints  

If you have complaints relating to our processing of your personal data, you should raise these with HR in the 

first instance.  You may also raise complaints with the Information Commissioner who is the statutory regulator.  

For contact and other details ask HR or see:  https://ico.org.uk/ICO. 

Scope 

This notice does not form part of any contractual relationship between us and a job applicant. This notice can 
be changed at any time 
  



Prospective Contributor Privacy Notice 
1. Scope  

Like most businesses, we hold and process a wide range of information, some of which relates to individuals 

who we seek to engage on our productions. This Privacy Notice explains the type of information we process, 

why we are processing it and how that processing may affect you.   

The notice focuses on individuals who we are speaking to about potentially taking part one of our productions. 

This Privacy Notice is set out in this document (the Core Notice) and the Supplementary Information in the Annex 

to this document.  In the Supplementary Information, we explain what we mean by “personal data”, 

“processing”, “sensitive personal data” and other terms used in the notice.   

2. Personal Data- what we hold and why we process it   
   
We process data for the purposes of our business including for our productions. The Supplementary Information 
provides more specific information on this purpose, the type(s) of data that may be processed and on the 
grounds on which we process data.  See Legal grounds for processing personal data and further information on 
the data we process and our purposes. 
3. Where the data comes from and who gets to see it   

Some of the personal data that we process about you comes from you, for example your mobile number, name, 

age and email address  

Your personal data may be seen internally by relevant people working on a production. Further information on 

this is provided in the Supplementary Information.  See Where the data comes from and Who gets to see your 

data?  

4. How long do we keep Personal Data   

We do not keep your personal data for any specific period but will not keep it for longer than is necessary for 

our purposes. If you are chosen to work on a production, we will, in general, keep your personal data for the 

duration of your engagement and for a period afterwards. Otherwise we will only retain for your personal data 

for a short period of time after our discussions have ended. See Retaining your personal data – more information 

in the Supplementary Information.  

5. Your data rights   
  
You have a right to make a subject access request to receive information about the data that we process about 
you.  Further information on this and on other rights is in the Supplementary Information under Access to your 
personal data and other rights.  We also explain how to make a complaint about our processing of your data. 
 
6. Contact details   

 

In processing your personal data, we act as a data controller.  Our contact details are as follows:  

 

Mark Ainsworth, Head of Business Affairs:  mark.ainsworth@northonetv.com 
Robert Gough, Head of Production:  robert.gough@northonetv.com 

 
 
7. Status of this notice   

 

This notice is for information purposes only and does not mean or imply that you will be chosen to work on 

one of our productions. 
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Prospective Contributor Privacy Notice- Supplementary Information 
1. What is “Personal Data” and “Processing”   

“Personal data” is information relating to you (or from which you may be identified) which is processed by 

automatic means or which is (or is intended to be) part of a structured manual filing system.  It includes not only 

facts about you, but also intentions and opinions about you.   

Data “processed automatically” includes information held on, or relating to use of, a computer, laptop, mobile 

phone or similar device.  It covers data derived from equipment such as access passes within a building, data on 

use of vehicles and sound and image data such as CCTV. It also covers video, audio and images captured as part 

of a production.  

"Processing" means doing anything with the data, for example, it includes collecting it, holding it, disclosing it 

and deleting it.   

Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, health, sexual 

orientation, sex life, trade union membership and genetic and biometric data are subject to special protection 

and considered by EU privacy law to be “sensitive personal data”.  

References in the privacy notice for prospective contributors to work or services (and similar expressions) 

include any arrangement we may have under which an individual provides us services in relation to a production. 

We use the word “you” to refer to anyone within the scope of the notice.   

2. Legal grounds for processing Personal Data  

 Under data protection law, there are various grounds on which we can rely when processing your personal data.  

In some contexts more than one ground applies.  We have summarised these grounds as, Legal obligation, 

Legitimate Interests and Consent and outline what those terms mean in the following table.  

 

Term Ground for processing  Explanation 

Legal 

obligation 

Processing necessary to comply with 

our legal obligations  

Ensuring we perform our legal and regulatory 

obligations.   

Legitimate 

Interests 

Processing necessary for our or a third 

party’s legitimate interests 

We or a third party have legitimate interests in 

carrying on, managing and administering our 

respective businesses effectively and properly 

and in connection with those interests 

processing your data.   

Your data will not be processed on this basis if 

our or a third party’s interests are overridden 

by your own interests, rights and freedoms.  

Consent You have given specific consent to 

processing your data 

In general processing of your data in 

connection with the services you provide is not 

conditional on your consent, although there 

may be general exceptions to this.    

 

3. Processing Sensitive Personal Data   

If we process sensitive personal data about you, as well as ensuring that one of the grounds for processing 

mentioned above applies, we will make sure that one or more of the grounds for processing sensitive personal 

data applies.  In outline, these include:   

• Processing being necessary for the purposes of your or our obligations and rights in relation to your 

engagement in so far as it is authorised by law or collective agreement;  



• Processing relating to data about you that you have made public (e.g. if you tell us you are ill);  

• Processing being necessary for the purpose of establishing, making or defending legal claims; 

• Processing being necessary for provision of health care or treatment, medical diagnosis, and assessment 

of your working capacity (including (but not limited to) for infectious disease control and / or health 

emergencies such as Covid-19 or any other pandemic / epidemic); 

• Processing for equality and diversity purposes to the extent permitted by law. 

4. Further information on the data we process and purposes   

 

The Core Notice outlines the purposes for which we process your personal data.  More specific information on 

these, examples of the data and the grounds on which we process data are in the table below. The examples in 

the table cannot, of course, be exhaustive.  For example, although the table does not mention data relating to 

criminal offences, if we were to find out that someone working for us was suspected of committing a criminal 

offence, we might process that information if relevant for our purposes.  We may also require criminal 

background checks for certain roles – for example those working with minors.   

 

Purpose Examples of personal data that may be processed Grounds for 

processing 

Potential 

Engagement 

Information concerning your application to work on our 

productions and our assessment of it, your references, any 

checks we may make to verify information provided or 

background checks and any information connected with 

your right to work.  If relevant, we may also process 

information concerning your health, any disability and in 

connection with any adjustments to filming arrangements. 

Legal obligation 

Legitimate interests 

Evaluating your 

potential role on a 

production to enable 

its creation, 

broadcast, sale and 

distribution 

Information connected with our potential role including, if 

you are in consideration for an on-screen or voiceover role, 

the processing images / video / audio of you. 

 

Legal obligation  

Legitimate interests 

Providing details in 

connection with our 

seeking new 

engagements on 

other productions 

Information relating to your potential role with us Legitimate interests 

Health and safety of 

the workforce and 

assessment of your 

working capacity 

Information concerning your health, including self-

certification forms, temperature checks (both self-certified 

and / or checked by us in connection with your potential 

role), antibody or disease testing / results, and sharing 

results of any tests or checks carried out with third parties 

where it is necessary to do so (on an anonymous basis 

unless reason requires more specific information to be 

included). 

Consent 

Legitimate interests 

Legal obligation 

 

Physical and system 

security 

CCTV images. Records of use of swipe and similar entry 

cards. 

Legal obligation 

Legitimate interests 



Purpose Examples of personal data that may be processed Grounds for 

processing 

 

Monitoring of 

diversity and equal 

opportunities  

Information on your nationality, racial and ethnic origin, 

gender, sexual orientation, religion, disability and age as 

part of diversity monitoring initiatives. Such data will be 

aggregated and used for equality of opportunity monitoring 

purposes. Please note we may share aggregated and 

anonymised diversity statistics with regulators if formally 

required / requested.  

Legitimate interests 

Disputes and legal 

proceedings 

Any information relevant or potentially relevant to a 

dispute or legal proceeding affecting us.  

Legitimate interests 

Legal obligation 

 

Please note that owing to the fact that you are appearing in one of programmes, on some occasions we or third 

parties will rely upon exemptions to data protection rules in relation to journalistic freedom, the right to artistic 

expression or more generally, the right to freedom of expression (as mentioned in article 85 of the General Data 

Protection Regulation and in various jurisdictions’ data protection rules, for example in the UK’s Data Protection 

Bill section on the exemption for ‘journalistic, academic, artistic or literary purposes’ 

5. Where data comes from     

 

When you apply to be in one of our productions, the initial data about you that we process is likely to come from 

you,  for example, contact details.  We may also require references and information to carry out background 

checks (see above).  

 

In relation to infectious disease control and national health emergencies, including but not limited to Covid-19 

and / or other pandemics or epidemics, you may be required to provide us with information or a self-certification 

which includes sensitive personal data relating to your health and fitness to work as requested by us.  In addition, 

we may require you to undertake testing such as temperature checks and / or antibody or disease tests.  We 

shall either  receive the results directly or require you to inform us of the results, and shall treat and process the 

information as sensitive personal data. 
6. Who gets to see your data?   

Internal use: Your personal data may be disclosed within North One working on your production for the 

purposes of deciding whether to include you in a production.  In response to infectious disease and / or health 

emergencies (including, but not limited to Covid-19) we may also disclose personal data to other members of 

the All3Media group where your personal data and / or test results may need to be disclosed in specific 

circumstances for the health and safety of the wider workforce and the group as a whole. 

External use: We will only disclose your personal data outside North One if disclosure is consistent with a ground 

for processing on which we rely and doing so is lawful and fair to you. We may disclose your data if it is necessary 

for our legitimate interests as an organisation or the interests of a third party (but we will not do this if these 

interests are over-ridden by your interests and rights in particular to privacy).  We may also disclose your 

personal data where it is mandated by government regulation or legislation in response to infectious disease 

control and / or a public health emergency (including, but not limited to, Covid-19). 

 

Specific circumstances in which your personal data may be disclosed include: 

 

• Disclosure to external recipients of electronic communications (such as emails) which contain your 

personal data; 



• Disclosure of aggregated and anonymised diversity data to relevant regulators as part of a formal request.  

7. Retaining your Personal Data- more information      

Although there is no specific period for which we will keep your personal data, we will not keep it for longer than 

is necessary for our purposes.  In general, we will keep your personal data until the show has been produced 

and for a period afterwards.  In considering how long to keep it, we will take into account its relevance to our 

business and your engagement either as a record or in the event of a legal claim.  

If your data is only useful for a short period (for example, CCTV, we may delete it. Personal data relating to 

contributor applications (other than the person who is successful) will normally be deleted after 12 months. 

8. Transfers of Personal Data outside of the EEA- more information      

In connection with our business and for production, broadcasting, distribution, administrative, management, 

marketing and legal purposes, we may transfer your personal data outside the EEA to members of our group 

and  data processors in the US and on occasion other jurisdictions in which we are established. Some of our 

systems are hosted in the US.  We will ensure that any transfer is lawful and that there are appropriate security 

arrangements. 

9. Access to your Personal Data and other rights    

 

We try to be as open as we reasonably can about personal data that we process.  If you would like specific 

information, just ask us. You also have a legal right to make a “subject access request”.  If you exercise this right 

and we hold personal data about you, we are required to provide you with information on it, including: 

• giving you a description and copy of the personal data; and  

• telling you why we are processing it 

If you make a subject access request and there is any question about who you are, we may require you to provide 

information from which we can satisfy ourselves as to your identity.  

As well as your subject access right, you may have a legal right to have your personal data rectified or erased, to 

object to its processing or to have its processing restricted.  If you have provided us with data about yourself (for 

example your address or bank details), you have the right to be given the data in machine readable format for 

transmitting to another data controller.   

10.   Complaints    

 

If you have complaints relating to our processing of your personal data, you should raise these with your key 

contact at the production in the first instance.  You may also raise complaints with your statutory regulator.  For 

contact and other details ask your key contact at the production. 

11.   Status of this notice      

 

This notice is for information purposes only and does not mean or imply that you will be chosen to work on 

one of our productions. 

  



 

Prospective Cast, Crew and Talent Privacy Notice 
1. Scope  

Like most businesses, we hold and process a wide range of information, some of which relates to individuals 

who we seek to engage on our productions. This Privacy Notice explains the type of information we process, 

why we are processing it and how that processing may affect you.   

The notice focuses on individuals who we are speaking to about potentially taking part in or working on one of 

our productions. This Privacy Notice is set out in this document (the Core Notice) and the Supplementary 

Information in the Annex to this document.  In the Supplementary Information, we explain what we mean by 

“personal data”, “processing”, “sensitive personal data” and other terms used in the notice.   

2. Personal Data- what we hold and why we process it   
   
We process data for the purposes of our business including for our productions. The Supplementary Information 
provides more specific information on this purpose, the type(s) of data that may be processed and on the 
grounds on which we process data.  See Legal grounds for processing personal data and further information on 
the data we process and our purposes. 
 
 
3. Where the data comes from and who gets to see it   

Some of the personal data that we process about you comes from you, for example your mobile number, name, 

age and email address  

Your personal data may be seen internally by relevant people working on a production. Further information on 

this is provided in the Supplementary Information.  See Where the data comes from and Who gets to see your 

data?  

4. How long do we keep Personal Data   

 

We do not keep your personal data for any specific period but will not keep it for longer than is necessary for 

our purposes. If you are chosen to work on a production, we will, in general, keep your personal data for the 

duration of your engagement and for a period afterwards. Otherwise we will only retain for your personal data 

for a short period of time after our discussions have ended. See Retaining your personal data – more information 

in the Supplementary Information.  

5. Your data rights   
  
You have a right to make a subject access request to receive information about the data that we process about 
you.  Further information on this and on other rights is in the Supplementary Information under Access to your 
personal data and other rights.  We also explain how to make a complaint about our processing of your data. 
 
6. Contact details   

 

In processing your personal data, we act as a data controller.  Our contact details are as follows: 

 

Mark Ainsworth, Head of Business Affairs:  mark.ainsworth@northonetv.com 
Robert Gough, Head of Production:  robert.gough@northonetv.com 

 
 
7. Status of this notice   

 

This notice is for information purposes only and does not mean or imply that you will be chosen to work on one 

of our productions. 
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Prospective Cast, Crew and Talent Privacy Notice- Supplementary Information 
1. What is “Personal Data” and “Processing”   

“Personal data” is information relating to you (or from which you may be identified) which is processed by 

automatic means or which is (or is intended to be) part of a structured manual filing system.  It includes not only 

facts about you, but also intentions and opinions about you.   

Data “processed automatically” includes information held on, or relating to use of, a computer, laptop, mobile 

phone or similar device.  It covers data derived from equipment such as access passes within a building, data on 

use of vehicles and sound and image data such as CCTV. It also covers video, audio and images captured as part 

of a production.  

"Processing" means doing anything with the data, for example, it includes collecting it, holding it, disclosing it 

and deleting it.   

Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, health, sexual 

orientation, sex life, trade union membership and genetic and biometric data are subject to special protection 

and considered by EU privacy law to be “sensitive personal data”.  

References in the privacy notice for prospective Cast, Crew and Talent to work or services (and similar 

expressions) include any arrangement we may have under which an individual provides us services in relation 

to a production. We use the word “you” to refer to anyone within the scope of the notice.   

2. Legal grounds for processing Personal Data  

 Under data protection law, there are various grounds on which we can rely when processing your personal data.  

In some contexts more than one ground applies.  We have summarised these grounds as Contract, Legal 

obligation, Legitimate Interests and Consent and outline what those terms mean in the following table.  

 

Term Ground for processing  Explanation 

Contract Processing necessary for performance 

of a contract with you or to take steps 

at your request to enter a contract 

This covers carrying out our contractual duties 

and exercising our contractual rights.  

Legal 

obligation 

Processing necessary to comply with 

our legal obligations  

Ensuring we perform our legal and regulatory 

obligations.  For example, providing a safe 

place of work and avoiding unlawful 

discrimination.  

Legitimate 

Interests 

Processing necessary for our or a third 

party’s legitimate interests 

We or a third party have legitimate interests in 

carrying on, managing and administering our 

respective businesses effectively and properly 

and in connection with those interests 

processing your data.   

Your data will not be processed on this basis if 

our or a third party’s interests are overridden 

by your own interests, rights and freedoms.  

Consent You have given specific consent to 

processing your data 

In general processing of your data in 

connection with the services you provide is not 

conditional on your consent, although there 

may be general exceptions to this.    

 



3. Processing Sensitive Personal Data   

If we process sensitive personal data about you, as well as ensuring that one of the grounds for processing 

mentioned above applies, we will make sure that one or more of the grounds for processing sensitive personal 

data applies.  In outline, these include:   

• Processing being necessary for the purposes of your or our obligations and rights in relation to your 

engagement in so far as it is authorised by law or collective agreement;  

• Processing relating to data about you that you have made public (e.g. if you tell us you are ill);  

• Processing being necessary for the purpose of establishing, making or defending legal claims; 

• Processing being necessary for provision of health care or treatment, medical diagnosis, and assessment 

of your working capacity (including (but not limited to) for infectious disease control and / or health 

emergencies such as Covid-19 or any other pandemic / epidemic); 

• Processing for equality and diversity purposes to the extent permitted by law. 

4. Further information on the data we process and purposes   

 

The Core Notice outlines the purposes for which we process your personal data.  More specific information on 

these, examples of the data and the grounds on which we process data are in the table below. 

 

The examples in the table cannot, of course, be exhaustive.  For example, although the table does not mention 

data relating to criminal offences, if we were to find out that someone working for us was suspected of 

committing a criminal offence, we might process that information if relevant for our purposes.  We may also 

require criminal background checks for certain roles – for example those working with minors.   

 

Purpose Examples of personal data that may be processed Grounds for 

processing 

Engagement Information concerning your application to work on our 

productions and our assessment of it, your references, any 

checks we may make to verify information provided or 

background checks and any information connected with 

your right to work.  If relevant, we may also process 

information concerning your health, any disability and in 

connection with any adjustments to working arrangements. 

Contract 

Legal obligation 

Legitimate interests 

Your contract 

including entering it, 

performing it and 

changing it 

Information on your terms of engagement from time to time 

including your role, the duration of your contract and your 

remuneration.  

Contract 

Legal obligation 

Legitimate interests 

Contacting  you or 

others on your 

behalf 

Your address and phone number, emergency contact 

information and information on your next of kin. 

Contract 

Legitimate interests 

Payroll 

administration 

Information on your bank account, pension contributions 

and on tax and national insurance (if applicable). 

Information on attendance and absences. 

Contract 

Legal obligation 

Legitimate interests 

Financial planning 

and budgeting  

Information relating to your remuneration.  Legitimate interests 



Purpose Examples of personal data that may be processed Grounds for 

processing 

Enabling the 

creation, sale and 

distribution /  

broadcast of a 

production you are 

working on   

Information connected with your role including (if 

applicable) records of documents and emails created by or 

relating to you and information on your use of our systems 

including computers, laptops or other device.   

If you have an on-screen or voiceover role this will likely 

involve processing images / video / audio of you. 

Information relating to your compliance with our policies. 

Contract 

Legal obligation 

Legitimate interests 

Health and safety of 

the workforce and 

assessment of your 

working capacity 

Information concerning your health, including self-

certification forms, temperature checks (both self-certified 

and / or checked by us at your place of work), antibody or 

disease testing / results, and sharing results of any tests or 

checks carried out with third parties where it is necessary to 

do so (on an anonymous basis unless reason requires more 

specific information to be included). 

Consent 

Legitimate interests 

Legal obligation 

Necessary for 

assessment of 

working capacity 

Changing or ending 

your working 

arrangements 

Information connected with anything that may affect your 

continuing engagement or the terms on which you are 

engaged including any proposal to change the scope of your 

role, to change your remuneration or to end your contract.  

Contract 

Legitimate interests 

Physical and system 

security 

CCTV images. Records of use of swipe and similar entry 

cards. 

Records of your use of our systems including computers, 

phones and other devices and passwords (if applicable).   

Legal obligation 

Legitimate interests 

Providing references 

in connection with 

your  seeking new 

work on other 

productions 

Information on your working for us and on your 

performance.  

Consent 

Legitimate interests 

Providing 

information to third 

parties in connection 

with transactions 

that we contemplate 

or carry out 

Information on your contract and remuneration in relation 

to a given production may be required by a party to a 

transaction such as a prospective purchaser, seller or 

outsourcer.  

Legitimate interests 

Monitoring of 

diversity and equal 

opportunities  

Information on your nationality, racial and ethnic origin, 

gender, sexual orientation, religion, disability and age as 

part of diversity monitoring initiatives. Such data will be 

aggregated and used for equality of opportunity monitoring 

purposes. Please note we may share aggregated and 

anonymised diversity statistics with regulators if formally 

required / requested.  

Legitimate interests 



Purpose Examples of personal data that may be processed Grounds for 

processing 

Monitoring and 

investigating 

compliance with 

policies and rules – 

both generally and 

specifically  

We expect our persons whom we engage to comply with our 

policies and rules and may monitor our systems to check 

compliance (.e.g. rules on accessing pornography in work or 

on set).  We may also have specific concerns about 

compliance and check system and other data to look into 

those concerns (e.g. log in records, records of usage and 

emails and documents, CCTV images). 

Legitimate interests 

Disputes and legal 

proceedings 

Any information relevant or potentially relevant to a dispute 

or legal proceeding affecting us.  

Legitimate interests 

Legal obligation 

Day to day business 

operations including 

marketing and travel 

on our behalf 

Information relating to the work you do for us and your role 

on a production. This may include a picture or profile of you. 

Information regarding your travel arrangements and 

location.  

Legitimate interests 

Maintaining 

appropriate business 

records during and 

after your contract 

with us ends 

Information relating to your contract and anything you do 

whilst engaged by us.  

Contract 

Legal obligation 

Legitimate interests 

 

Please note that owing to the fact that you are appearing in one of programmes, on some occasions we or third 

parties will rely upon exemptions to data protection rules in relation to journalistic freedom, the right to artistic 

expression or more generally, the right to freedom of expression (as mentioned in article 85 of the General Data 

Protection Regulation and in various jurisdictions’ data protection rules, for example in the UK’s Data Protection 

Bill section on the exemption for ‘journalistic, academic, artistic or literary purposes’. 

5. Where data comes from     

 

When you start working on one of our productions, the initial data about you that we process is likely to come 

from you:  for example, contact details, bank details and information on your immigration status and whether 

you can lawfully work.  We may also require references and information to carry out background checks (see 

above).  

 

In the course of your engagement, we may receive personal data relating to you from others.  For example, 

personal data may be derived from managers and employees of ours (for example those involved in the 

production you are working on) or our IT systems.  

In relation to infectious disease control and national health emergencies, including but not limited to Covid-19 

and / or other pandemics or epidemics, you may be required to provide us with information or a self-certification 

which includes sensitive personal data relating to your health and fitness to work on a regular basis as requested 

by us.  In addition, we may require you to undertake testing such as temperature checks and / or antibody or 

disease tests either at work or any other place we designate during or outside working hours.  We shall either  

receive the results directly or require you to inform us of the results, and shall treat and process the information 

as sensitive personal data. 



6. Who gets to see your data?   
 
Internal use: Your personal data may be disclosed to our employees working on your production, as well as to 
our managers and administrators for production, broadcasting, distribution, marketing, administrative and 
management purposes as mentioned in this document.  We may also disclose this to other members of our 
group including in response to infectious disease prevention and / or health emergencies (including, but not 
limited to Covid-19) where your personal data and / or test results may need to be disclosed in specific 
circumstances for the health and safety of the wider workforce and the group as a whole.  

 

External use: We will only disclose your personal data outside the group if disclosure is consistent with a ground 

for processing on which we rely and doing so is lawful and fair to you. We may disclose your data if it is necessary 

for our legitimate interests as an organisation or the interests of a third party (but we will not do this if these 

interests are over-ridden by your interests and rights in particular to privacy). We may also disclose your personal 

data if you consent, where we are required to do so by law and in connection with criminal or regulatory 

investigations or where it is mandated by government regulation or legislation in response to infectious disease 

control and / or a public health emergency (including, but not limited to, Covid-19).  

 
Specific circumstances in which your personal data may be disclosed include: 
 

• disclosure to organisations that process data on our behalf such as our payroll service, insurers, our bank 

and organisations that host our IT systems and data;  

• disclosure to external recipients of electronic communications (such as emails) which contain your 

personal data; 

• disclosure on a confidential basis to a potential buyer of our business or company for the purposes of 

evaluation – but only if we were to contemplate selling; 

• disclosure of aggregated and anonymised diversity data to relevant regulators as part of a formal request; 

• if you have an on-screen role, disclosure of footage, images, or audio recordings of you as part of the 

broadcasting, distribution and marketing of the production. Or, whether you have an on-screen or off-

screen role, to allow us to credit your role.  

7. Retaining your Personal Data- more information      
 
Although there is no specific period for which we will keep your personal data, we will not keep it for longer than 
is necessary for our purposes.  In general, we will keep your personal data for the duration of your contract and 
for a period afterwards.  In considering how long to keep it, we will take into account its relevance to our business 
and your engagement either as a record or in the event of a legal claim.  
 
If your data is only useful for a short period (for example, CCTV or a record of a holiday request), we may delete 
it. Personal data relating to job applicants (other than the person who is successful) will normally be deleted 
after 12 months. 
 
Some data, such as production footage itself and credit information, will be kept indefinitely as we have an 
ongoing legitimate interest in retaining the product.   
 
8. Transfers of Personal Data outside of the EEA- more information      
 
In connection with our business and for production, broadcasting, distribution, administrative, management, 
marketing and legal purposes, we may transfer your personal data outside the EEA to members of our group 
and data processors other jurisdictions in which we are established. Some of our systems are hosted in the US.  
We will ensure that any transfer is lawful and that there are appropriate security arrangements. 
 



9. Access to your Personal Data and other rights    

 

We try to be as open as we reasonably can about personal data that we process.  If you would like specific 

information, just ask us. 

You also have a legal right to make a “subject access request”.  If you exercise this right and we hold personal 

data about you, we are required to provide you with information on it, including: 

• giving you a description and copy of the personal data 

• telling you why we are processing it 

If you make a subject access request and there is any question about who you are, we may require you to provide 

information from which we can satisfy ourselves as to your identity.  

As well as your subject access right, you may have a legal right to have your personal data rectified or erased, to 

object to its processing or to have its processing restricted.  If you have provided us with data about yourself (for 

example your address or bank details), you have the right to be given the data in machine readable format for 

transmitting to another data controller.  This only applies if the ground for processing is Consent or Contract.  

If we have relied on consent as a ground for processing, you may withdraw consent at any time – though if you 

do so that will not affect the lawfulness of what we have done before you withdraw consent 

10.   Complaints    

 

If you have complaints relating to our processing of your personal data, you should raise these with your key 

contact at the production in the first instance or with our Information Officer.  You may also raise complaints 

with your statutory regulator.  For contact and other details ask your key contact at the production. 

11.   Status of this notice      

 

This notice is for information purposes only and does not mean or imply that you will be chosen to work on 

one of our productions. 

  



Cast, Crew and Talent Privacy Notice 
1. Scope  

 

Like most businesses, we hold and process a wide range of information, some of which relates to individuals 

who we engage to work on our productions. This Privacy Notice explains the type of information we process, 

why we are processing it and how that processing may affect you.   

The notice focuses on individuals who we contract to work on our productions. This includes those in production 

roles, such as designers, production assistants, camera crew etc. and also those working on-screen be it as extras 

or featured performers, as well as our voiceover artists.  It also covers information on those who have carried 

out these roles previously. 

This Privacy Notice is set out in this document (the Core Notice) and the Supplementary Information in the Annex 

to this document.  In the Supplementary Information, we explain what we mean by “personal data”, 

“processing”, “sensitive personal data” and other terms used in the notice.   

2. Personal Data- what we hold and why we process it   
   
We process data for the purposes of our business including for production, broadcasting, distribution, 
marketing, management, administrative and legal purposes.  The Supplementary Information provides more 
specific information on these purposes, on the type of data that may be processed and on the grounds on which 
we process data.  See Legal grounds for processing personal data and further information on the data we process 
and our purposes. 
 
3. Where the data comes from and who gets to see it   

 

Some of the personal data that we process about you comes from you.  For example, if we pay you directly into 

a bank account, you tell us your contact and banking details.  Other personal data about you is generated in the 

course of your work, for example from other contractors working on your production, or from our employees.  

Your personal data may be seen internally by the relevant mangers for that production, our finance teams, in 

some circumstances, other employees of ours.  We may also pass your data outside the organisation, for 

example to people you are dealing with and payroll agencies or (where applicable) for distribution and marketing 

purposes.   

Further information on this is provided in the Supplementary Information.  See Where the data comes from 

and Who gets to see your data?  

4. How long do we keep Personal Data   

 

We do not keep your personal data for any specific period but will not keep it for longer than is necessary for 

our purposes.  In general, we will keep your personal data for the duration of your engagement and for a period 

afterwards.   

See Retaining your personal data – more information in the Supplementary Information.  

5. Transfers of Personal Data outside the EEA  
 
We may transfer your personal data outside the EEA to members of our group and processors in the US or, on 
rarer occasions, other jurisdictions in which we are established.  If you featured in a production, the data 
constituting your performance may be transferred out of the EEA for distribution and marketing purposes.  

Further information on these transfers and the measures taken to safeguard your data are set out in the 

Supplementary Information under Transfers of personal data outside the EEA – more information. 

 



6. Your data rights   
  
You have a right to make a subject access request to receive information about the data that we process about 
you.  Further information on this and on other rights is in the Supplementary Information under Access to your 
personal data and other rights.  We also explain how to make a complaint about our processing of your data. 
 
7. Contact details   

 

In processing your personal data, we act as a data controller.  Our contact details are as follows:  

 

Mark Ainsworth, Head of Business Affairs:  mark.ainsworth@northonetv.com 

Robert Gough, Head of Production:  robert.gough@northonetv.com of this policy  
 
8. Status of this notice   

 

This notice does not form part of your contract and does not create contractual rights or obligations.  It may be 

amended by us at any time. 
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Cast, Crew and Talent Privacy Notice- Supplementary Information 
1. What is “Personal Data” and “Processing”   

“Personal data” is information relating to you (or from which you may be identified) which is processed by 

automatic means or which is (or is intended to be) part of a structured manual filing system.  It includes not only 

facts about you, but also intentions and opinions about you.   

Data “processed automatically” includes information held on, or relating to use of, a computer, laptop, mobile 

phone or similar device.  It covers data derived from equipment such as access passes within a building, data on 

use of vehicles and sound and image data such as CCTV. It also covers video, audio and images captured as part 

of a production.  

"Processing" means doing anything with the data, for example, it includes collecting it, holding it, disclosing it 

and deleting it.   

Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, health, sexual 

orientation, sex life, trade union membership and genetic and biometric data are subject to special protection 

and considered by EU privacy law to be “sensitive personal data”.  

References in the Cast, Crew and Talent Privacy Notice to work or services (and similar expressions) include any 

arrangement we may have under which an individual provides us services in relation to a production. We use 

the word “you” to refer to anyone within the scope of the notice.   

2. Legal grounds for processing Personal Data  

  

Under data protection law, there are various grounds on which we can rely when processing your personal data.  

In some contexts more than one ground applies.  We have summarised these grounds as Contract, Legal 

obligation, Legitimate Interests and Consent and outline what those terms mean in the following table.  

 

Term Ground for processing  Explanation 

Contract Processing necessary for performance 

of a contract with you or to take steps 

at your request to enter a contract 

This covers carrying out our contractual duties 

and exercising our contractual rights.  

Legal 

obligation 

Processing necessary to comply with 

our legal obligations  

Ensuring we perform our legal and regulatory 

obligations.  For example, providing a safe 

place of work and avoiding unlawful 

discrimination.  

Legitimate 

Interests 

Processing necessary for our or a third 

party’s legitimate interests 

We or a third party have legitimate interests in 

carrying on, managing and administering our 

respective businesses effectively and properly 

and in connection with those interests 

processing your data.   

Your data will not be processed on this basis if 

our or a third party’s interests are overridden 

by your own interests, rights and freedoms.  

Consent You have given specific consent to 

processing your data 

In general processing of your data in 

connection with the services you provide is not 

conditional on your consent, although there 

may be general exceptions to this.    

 



3. Processing Sensitive Personal Data   

 

If we process sensitive personal data about you, as well as ensuring that one of the grounds for processing 

mentioned above applies, we will make sure that one or more of the grounds for processing sensitive personal 

data applies.  In outline, these include:   

• processing being necessary for the purposes of your or our obligations and rights in relation to your 

engagement in so far as it is authorised by law or collective agreement;  

• processing relating to data about you that you have made public (e.g. if you tell us you are ill);  

• processing being necessary for the purpose of establishing, making or defending legal claims; 

• processing being necessary for provision of health care or treatment, medical diagnosis, and assessment 

of your working capacity (including (but not limited to) for infectious disease control and / or health 

emergencies such as Covid-19 or any other pandemic / epidemic); and  

• processing for equality and diversity purposes to the extent permitted by law. 

4. Further information on the data we process and purposes   

 

The Core Notice outlines the purposes for which we process your personal data.  More specific information on 

these, examples of the data and the grounds on which we process data are in the table below. 

 

The examples in the table cannot, of course, be exhaustive.  For example, although the table does not mention 

data relating to criminal offences, if we were to find out that someone working for us was suspected of 

committing a criminal offence, we might process that information if relevant for our purposes.  We may also 

require criminal background checks for certain roles – for example those working with minors.   

 

Purpose Examples of personal data that may be processed Grounds for 

processing 

Engagement Information concerning your application to work on our 

productions and our assessment of it, your references, any 

checks we may make to verify information provided or 

background checks and any information connected with 

your right to work.  If relevant, we may also process 

information concerning your health, any disability and in 

connection with any adjustments to working arrangements. 

Contract 

Legal obligation 

Legitimate interests 

Your contract 

including entering it, 

performing it and 

changing it 

Information on your terms of engagement from time to 

time including your role, the duration of your contract and 

your remuneration.  

Contract 

Legal obligation 

Legitimate interests 

Contacting  you or 

others on your 

behalf 

Your address and phone number, emergency contact 

information and information on your next of kin. 

Contract 

Legitimate interests 

Payroll 

administration 

Information on your bank account, pension contributions 

and on tax and national insurance (if applicable). 

Information on attendance and absences. 

Contract 

Legal obligation 

Legitimate interests 



Purpose Examples of personal data that may be processed Grounds for 

processing 

Financial planning 

and budgeting  

Information relating to your remuneration.  Legitimate interests 

Enabling the 

creation, sale and 

distribution /  

broadcast of a 

production you are 

working on   

Information connected with your role including (if 

applicable) records of documents and emails created by or 

relating to you and information on your use of our systems 

including computers, laptops or other device.   

If you have an on-screen or voiceover role this will likely 

involve processing images / video / audio of you. 

Information relating to your compliance with our policies. 

Contract 

Legal obligation 

Legitimate interests 

Health and safety of 

the workforce and 

assessment of your 

working capacity 

Information concerning your health, including self-

certification forms, temperature checks (both self-certified 

and / or checked by us at your place of work), antibody or 

disease testing / results, and sharing results of any test or 

checks carried out with third parties where it is necessary 

to do so (on an anonymous basis unless reason requires 

more specific information to be included). 

Consent 

Legitimate interests 

Legal obligation 

Necessary for 

assessment of 

working capacity 

Changing or ending 

your working 

arrangements 

Information connected with anything that may affect your 

continuing engagement or the terms on which you are 

engaged including any proposal to change the scope of 

your role, to change your remuneration or to end your 

contract.  

Contract 

Legitimate interests 

Physical and system 

security 

CCTV images. Records of use of swipe and similar entry 

cards. 

Records of your use of our systems including computers, 

phones and other devices and passwords (if applicable).   

Legal obligation 

Legitimate interests 

Providing references 

in connection with 

your  seeking new 

work on other 

productions 

Information on your working for us and on your 

performance.  

Consent 

Legitimate interests 

Providing 

information to third 

parties in connection 

with transactions 

that we contemplate 

or carry out 

Information on your contract and remuneration in relation 

to a given production may be required by a party to a 

transaction such as a prospective purchaser, seller or 

outsourcer.  

Legitimate interests 



Purpose Examples of personal data that may be processed Grounds for 

processing 

Monitoring of 

diversity and equal 

opportunities  

Information on your nationality, racial and ethnic origin, 

gender, sexual orientation, religion, disability and age as 

part of diversity monitoring initiatives. Such data will be 

aggregated and used for equality of opportunity monitoring 

purposes. Please note we may share aggregated and 

anonymised diversity statistics with regulators if formally 

required / requested.  

Legitimate interests 

Monitoring and 

investigating 

compliance with 

policies and rules – 

both generally and 

specifically  

We expect our persons whom we engage to comply with 

our policies and rules and may monitor our systems to 

check compliance (.e.g. rules on accessing pornography in 

work or on set).  We may also have specific concerns about 

compliance and check system and other data to look into 

those concerns (e.g. log in records, records of usage and 

emails and documents, CCTV images). 

Legitimate interests 

Disputes and legal 

proceedings 

Any information relevant or potentially relevant to a 

dispute or legal proceeding affecting us.  

Legitimate interests 

Legal obligation 

Day to day business 

operations including 

marketing and travel 

on our behalf 

Information relating to the work you do for us and your 

role on a production. This may include a picture or profile 

of you. 

Information regarding your travel arrangements and 

location.  

Legitimate interests 

Maintaining 

appropriate business 

records during and 

after your contract 

with us ends 

Information relating to your contract and anything you do 

whilst engaged by us.  

Contract 

Legal obligation 

Legitimate interests 

 

Please note that owing to the fact that you are appearing in one of programmes, on some occasions we or third 

parties will rely upon exemptions to data protection rules in relation to journalistic freedom, the right to artistic 

expression or more generally, the right to freedom of expression (as mentioned in article 85 of the General Data 

Protection Regulation and in various jurisdictions’ data protection rules, for example in the UK’s Data Protection 

Bill section on the exemption for ‘journalistic, academic, artistic or literary purposes’. 

5. Where data comes from     

 

When you start working on one of our productions, the initial data about you that we process is likely to come 

from you:  for example, contact details, bank details and information on your immigration status and whether 

you can lawfully work.  We may also require references and information to carry out background checks (see 

above).  

 

In the course of your engagement, we may receive personal data relating to you from others.  For example, 

personal data may be derived from managers and employees of ours (for example those involved in the 

production you are working on) or our IT systems.  



In relation to infectious disease control and national health emergencies, including but not limited to Covid-19 

and / or other pandemics or epidemics, you may be required to provide us with information or a self-certification 

which includes sensitive personal data relating to your health and fitness to work on a regular basis as requested 

by us.  In addition, we may require you to undertake testing such as temperature checks and / or antibody or 

disease tests either at work or any other place we designate during or outside working hours.  We shall either 

receive the results directly or require you to inform us of the results, and shall treat and process the information 

as sensitive personal data. 

6. Who gets to see your data?   

 

Internal use: Your personal data may be disclosed to our employees working on your production, as well as to 

our managers and administrators for production, broadcasting, distribution, marketing, administrative and 

management purposes as mentioned in this document.  We may also disclose this to other members of our 

group including in response to infectious disease prevention and / or health emergencies (including, but not 

limited to Covid-19) where your personal data and / or test results may need to be disclosed in specific 

circumstances for the health and safety of the wider workforce and the group as a whole.  

External use: We will only disclose your personal data outside the group if disclosure is consistent with a ground 

for processing on which we rely and doing so is lawful and fair to you. We may disclose your data if it is necessary 

for our legitimate interests as an organisation or the interests of a third party (but we will not do this if these 

interests are over-ridden by your interests and rights in particular to privacy). We may also disclose your personal 

data if you consent, where we are required to do so by law and in connection with criminal or regulatory 

investigations or where it is mandated by government regulation or legislation in response to infectious disease 

control and / or public health emergency (including, but not limited to, Covid-19).  

 

Specific circumstances in which your personal data may be disclosed include: 

 

• disclosure to organisations that process data on our behalf such as our payroll service, insurers, our bank 

and organisations that host our IT systems and data;  

• disclosure to external recipients of electronic communications (such as emails) which contain your 

personal data; 

• disclosure of aggregated and anonymised diversity data to relevant regulators as part of a formal request; 

• if you have an on-screen role, disclosure of footage, images, or audio recordings of you as part of the 

broadcasting, distribution and marketing of the production. Or, whether you have an on-screen or off-

screen role, to allow us to credit your role.  

7. Retaining your Personal Data- more information      

 

Although there is no specific period for which we will keep your personal data, we will not keep it for longer than 

is necessary for our purposes.  In general, we will keep your personal data for the duration of your contract and 

for a period afterwards.  In considering how long to keep it, we will take into account its relevance to our business 

and your engagement either as a record or in the event of a legal claim.  

If your data is only useful for a short period (for example, CCTV), we may delete it. Personal data relating to job 

applicants (other than the person who is successful) will normally be deleted after 12 months. 

Some data, such as production footage itself and credit information, will be kept indefinitely as we have an 

ongoing legitimate interest in retaining the product.   

8. Transfers of Personal Data outside of the EEA- more information      

 

In connection with our business and for production, broadcasting, distribution, administrative, management, 

marketing and legal purposes, we may transfer your personal data outside the EEA to members of our group 



and data processors in other jurisdictions in which we are established. Some of our systems are hosted outside 

of the EEA.  We will ensure that any transfer is lawful and that there are appropriate security arrangements. 

9. Access to your Personal Data and other rights    

 

We try to be as open as we reasonably can about personal data that we process.  If you would like specific 

information, just ask us. 

You also have a legal right to make a “subject access request”.  If you exercise this right and we hold personal 

data about you, we are required to provide you with information on it, including: 

• giving you a description and copy of the personal data; and 

• telling you why we are processing it 

If you make a subject access request and there is any question about who you are, we may require you to provide 

information from which we can satisfy ourselves as to your identity.  

As well as your subject access right, you may have a legal right to have your personal data rectified or erased, to 

object to its processing or to have its processing restricted.  If you have provided us with data about yourself (for 

example your address or bank details), you have the right to be given the data in machine readable format for 

transmitting to another data controller.  This only applies if the ground for processing is Consent or Contract.  

If we have relied on consent as a ground for processing, you may withdraw consent at any time – though if you 

do so that will not affect the lawfulness of what we have done before you withdraw consent 

10.   Complaints    

 

If you have complaints relating to our processing of your personal data, you should raise these with your key 

contact at the production in the first instance or with the Information Officer. You may also raise complaints 

with your statutory regulator.  For contact and other details ask your key contact at the production. 

11.   Status of this notice      

 

This notice does not form part of your contract and does not create contractual rights or obligations.  It may be 

amended by us at any time. 

  



Contributor Privacy Notice 
1. Scope  

Like most businesses, we hold and process a wide range of information, some of which relates to individuals 

who we engage to take part in our productions. This Privacy Notice explains the type of information we process, 

why we are processing it and how that processing may affect you.   

The notice focuses on individuals who take part in our productions. And also covers information on those who 

have previously taken part in our productions. 

This Privacy Notice is set out in this document (the Core Notice) and the Supplementary Information in the Annex 

to this document.  In the Supplementary Information, we explain what we mean by “personal data”, 

“processing”, “sensitive personal data” and other terms used in the notice.   

2. Personal Data- what we hold and why we process it   
   
We process data for the purposes of our business including for production, broadcasting, distribution and  
marketing,.  The Supplementary Information provides more specific information on these purposes, on the type 
of data that may be processed and on the grounds on which we process data.  See Legal grounds for processing 
personal data and further information on the data we process and our purposes. 
 
3. Where the data comes from and who gets to see it   

Some of the personal data that we process about you comes from you.  For example, your name, age and email 

address.  Other personal data about you is generated in the course of you taking part in the production.  

Your personal data may be seen internally by relevant people working on the production.  We may also pass 

your data outside the organisation, for example  for distribution and marketing purposes.  Further information 

on this is provided in the Supplementary Information.  See Where the data comes from and Who gets to see your 

data?  

4. How long do we keep Personal Data   

We do not keep your personal data for any specific period but will not keep it for longer than is necessary for 

our purposes.  In general, we will keep your personal data for so long as you take part in a production and for a 

period afterwards.  See Retaining your personal data – more information in the Supplementary Information.  

5. Transfers of Personal Data outside the EEA  
 
We may transfer your personal data outside the EEA to members of our group and processors in the US or, on 
rarer occasions, other jurisdictions in which we are established.  If you featured in a production, the data 
constituting your performance may be transferred out of the EEA for distribution and marketing purposes.  

Further information on these transfers and the measures taken to safeguard your data are set out in the 

Supplementary Information under Transfers of personal data outside the EEA – more information. 

6. Your data rights   
  
You have a right to make a subject access request to receive information about the data that we process about 
you.  Further information on this and on other rights is in the Supplementary Information under Access to your 
personal data and other rights.  We also explain how to make a complaint about our processing of your data. 
 
7. Contact details   

 

In processing your personal data, we act as a data controller.  Our contact details are as follows:  

 

Mark Ainsworth, Head of Business Affairs:  mark.ainsworth@northonetv.com 
Robert Gough, Head of Production:  robert.gough@northonetv.com 

This notice does not form part of your contract and does not create contractual rights or obligations.  It may be 

amended by us at any time. 
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Contributor Privacy Notice- Supplementary Information 
1. What is “Personal Data” and “Processing”   

“Personal data” is information relating to you (or from which you may be identified) which is processed by 

automatic means or which is (or is intended to be) part of a structured manual filing system.  It includes not only 

facts about you, but also intentions and opinions about you.   

Data “processed automatically” includes information held on, or relating to use of, a computer, laptop, mobile 

phone or similar device.  It covers data derived from equipment such as access passes within a building, data on 

use of vehicles and sound and image data such as CCTV. It also covers video, audio and images captured as part 

of a production.  

"Processing" means doing anything with the data, for example, it includes collecting it, holding it, disclosing it 

and deleting it.   

Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, health, sexual 

orientation, sex life, trade union membership and genetic and biometric data are subject to special protection 

and considered by EU privacy law to be “sensitive personal data”.  

References in the Contributor Privacy Notice to work or services (and similar expressions) include any 

arrangement we may have under which an individual provides us services in relation to a production. We use 

the word “you” to refer to anyone within the scope of the notice.   

2. Legal grounds for processing Personal Data  

 Under data protection law, there are various grounds on which we can rely when processing your personal data.  

In some contexts more than one ground applies.  We have summarised these grounds as Legal obligation, 

Legitimate Interests and Consent and outline what those terms mean in the following table.  

 

Term Ground for processing  Explanation 

Legal 

obligation 

Processing necessary to comply with 

our legal obligations  

Ensuring we perform our legal and regulatory 

obligations.  For example, avoiding unlawful 

discrimination.  

Legitimate 

Interests 

Processing necessary for our or a third 

party’s legitimate interests 

We or a third party have legitimate interests in 

carrying on, managing and administering our 

respective businesses effectively and properly 

and in connection with those interests 

processing your data.   

Your data will not be processed on this basis if 

our or a third party’s interests are overridden 

by your own interests, rights and freedoms.  

Consent You have given specific consent to 

processing your data 

In general processing of your data in 

connection with the services you provide is not 

conditional on your consent, although there 

may be general exceptions to this.    

 



3. Processing Sensitive Personal Data   

If we process sensitive personal data about you, as well as ensuring that one of the grounds for processing 

mentioned above applies, we will make sure that one or more of the grounds for processing sensitive personal 

data applies.  In outline, these include:   

• Processing being necessary for the purposes of your or our obligations and rights in relation to your 

engagement in so far as it is authorised by law or collective agreement;  

• Processing relating to data about you that you have made public (e.g. if you tell us you are ill);  

• Processing being necessary for the purpose of establishing, making or defending legal claims; 

• Processing being necessary for provision of health care or treatment, medical diagnosis, and assessment 

of your working capacity (including (but not limited to) for infectious disease control and / or health 

emergencies such as Covid-19 or any other pandemic / epidemic); 

• Processing for equality and diversity purposes to the extent permitted by law. 

4. Further information on the data we process and purposes   

 

The Core Notice outlines the purposes for which we process your personal data.  More specific information on 

these, examples of the data and the grounds on which we process data are in the table below. 

 

The examples in the table cannot, of course, be exhaustive.  For example, although the table does not mention 

data relating to criminal offences, if we were to find out that someone working for us was suspected of 

committing a criminal offence, we might process that information if relevant for our purposes.  We may also 

require criminal background checks for certain roles – for example those working with minors.   

 

Purpose Examples of personal data that may be processed Grounds for 

processing 

Engagement Information concerning your taking part in our productions 

and our assessment of it, your references, any checks we 

may make to verify information provided or background 

checks.  If relevant, we may also process information 

concerning your health, any disability and in connection 

with any adjustments to filming arrangements. 

 

Legal obligation 

Legitimate interests 

Contacting  you or 

others on your 

behalf 

Your address and phone number, emergency contact 

information and information on your next of kin. 

Legitimate interests 

Enabling the 

creation, sale and 

distribution /  

broadcast of a 

production you are 

taking part in   

Information connected with your participation including, 

the processing of images/ video/ audio of you.  

 

Legal obligation 

Legitimate interests 

Health and safety of 

you and the 

workforce and 

assessment of your 

capacity to 

contribute 

Information concerning your health, including self-

certification forms, temperature checks (both self-certified 

and / or checked by us when you are at any location 

specific or controlled by us, antibody or disease testing / 

results, and sharing results of any tests or checks carried 

out with third parties where it is necessary to do so (on an 

Consent 

Legitimate interests 

Legal obligation 



Purpose Examples of personal data that may be processed Grounds for 

processing 

anonymous basis unless reason requires more specific 

information to be included). 

Physical and system 

security 

CCTV images. Records of use of swipe and similar entry 

cards. 

 

Legal obligation 

Legitimate interests 

Providing details in 

connection with your 

seeking to 

participate on other 

production 

Information on your taking part in one of our productions.  Consent 

Legitimate interests 

Monitoring of 

diversity and equal 

opportunities  

Information on your nationality, racial and ethnic origin, 

gender, sexual orientation, religion, disability and age as 

part of diversity monitoring initiatives. Such data will be 

aggregated and used for equality of opportunity monitoring 

purposes. Please note we may share aggregated and 

anonymised diversity statistics with regulators if formally 

required / requested.  

Legitimate interests 

Disputes and legal 

proceedings 

Any information relevant or potentially relevant to a 

dispute or legal proceeding affecting us.  

Legitimate interests 

Legal obligation 

Day to day business 

operations including 

marketing and travel 

on our behalf 

Information relating to  your participation in a programme. 

This may include a picture or profile of you. 

Information regarding your travel arrangements and 

location.  

Legitimate interests 

Maintaining 

appropriate business 

records during and 

after your 

participation in a 

programme 

Information relating to your participation in one of our 

productions.   

Legal obligation 

Legitimate interests 

 

Please note that owing to the fact that you are appearing in one of programmes, on some occasions we or third 

parties will rely upon exemptions to data protection rules in relation to journalistic freedom, the right to artistic 

expression or more generally, the right to freedom of expression (as mentioned in article 85 of the General Data 

Protection Regulation and in various jurisdictions’ data protection rules, for example in the UK’s Data Protection 

Bill section on the exemption for ‘journalistic, academic, artistic or literary purposes’.  

5. Where data comes from     

 

When you participate in one of our productions, the initial data about you that we process is likely to come from 

you:  for example, contact details. 

 



In relation to infectious disease control and national health emergencies, including but not limited to Covid-19 

and / or other pandemics or epidemics, you may be required to provide us with information or a self-certification 

which includes sensitive personal data relating to your health and fitness to contribute on a regular basis as 

requested by us.  In addition, we may require you to undertake testing such as temperature checks and / or 

antibody or disease tests either on location or any other place we designate during or outside working hours.  

We shall either receive the results directly or require you to inform us of the results, and shall treat and process 

the information as sensitive personal data. 

 
6. Who gets to see your data?   

 

Internal use: Your personal data may be disclosed within the [Operating Company] group to our employees 

working on your production.  In response to infectious disease prevention and / or health emergencies 

(including, but not limited to Covid-19) we may also disclose personal data to other members of the All3Media 

group where your personal data and / or test results may need to be disclosed in specific circumstances for the 

health and safety of the wider workforce and the group as a whole. 

External use: We will only disclose your personal data outside the [Operating Company] group if disclosure is 

consistent with a ground for processing on which we rely and doing so is lawful and fair to you. We may disclose 

your data if it is necessary for our legitimate interests as an organisation or the interests of a third party (but we 

will not do this if these interests are over-ridden by your interests and rights in particular to privacy).  We may 

also disclose your personal data where it is mandated by government regulation or legislation in response to 

infectious disease control and / or a public health emergency (including, but not limited to, Covid-19). 

 

Specific circumstances in which your personal data may be disclosed include: 

• Disclosure to external recipients of electronic communications (such as emails) which contain your 

personal data; 

• Disclosure of aggregated and anonymised diversity data to relevant regulators as part of a formal request; 

• If you have an on-screen role, disclosure of footage, images, or audio recordings of you as part of the 

broadcasting, distribution and marketing of the production. Or, whether you have an on-screen or off-

screen role, to allow us to credit your role.  

7. Retaining your Personal Data- more information      

 

Although there is no specific period for which we will keep your personal data, we will not keep it for longer than 

is necessary for our purposes.  In general, we will keep your personal data until the show has been produced 

and for a period afterwards.  In considering how long to keep it, we will take into account its relevance to our 

business and your participation either as a record or in the event of a legal claim.  

If your data is only useful for a short period (for example, CCTV), we may delete it. Some data, such as production 

footage itself and credit information, will be kept indefinitely as we have an ongoing legitimate interest in 

retaining the product.   

8. Transfers of Personal Data outside of the EEA- more information      

 

In connection with our business and for production, broadcasting, distribution, administrative, management, 

marketing and legal purposes, we may transfer your personal data outside the EEA to members of our group 

and data processors in the US and on occasion other jurisdictions in which we are established. Some of our 

systems are hosted outside of the EEA.  We will ensure that any transfer is lawful and that there are appropriate 

security arrangements. 

9. Access to your Personal Data and other rights    

 



We try to be as open as we reasonably can about personal data that we process.  If you would like specific 

information, just ask us. 

You also have a legal right to make a “subject access request”.  If you exercise this right and we hold personal 

data about you, we are required to provide you with information on it, including: 

• Giving you a description and copy of the personal data 

• Telling you why we are processing it 

If you make a subject access request and there is any question about who you are, we may require you to provide 

information from which we can satisfy ourselves as to your identity.  

As well as your subject access right, you may have a legal right to have your personal data rectified or erased, to 

object to its processing or to have its processing restricted.  If you have provided us with data about yourself, 

for example your address, you have the right to be given the data in machine readable format for transmitting 

to another data controller.  This only applies if the ground for processing is Consent.  

If we have relied on consent as a ground for processing, you may withdraw consent at any time – though if you 

do so that will not affect the lawfulness of what we have done before you withdraw consent 

10.   Complaints    

 

If you have complaints relating to our processing of your personal data, you should raise these with your key 

contact at the production in the first instance.  You may also raise complaints with your statutory regulator.  For 

contact and other details ask your key contact at the production. 

11.   Status of this notice      

 

This notice does not form part of your contract and does not create contractual rights or obligations.  It may be 

amended by us at any time. 
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